**Хищение денег с банковского счета**

Развитие цифровых технологий, возникновение электронных видов сделок, перевод наличных денежных средств в безналичные формы, а также необходимость их хранения на электронных счетах, порождают и новые способы хищения.

Часто кража со счета совершается путем оплаты товаров банковской картой при совершении покупок на сумму до 1 тыс. руб., что не требует введения ПИН-кода.

Нередки случаи использования похищенной банковской карты в банкомате или хищения через приложение «Мобильный банк» в оказавшемся в руках злоумышленника телефоне потерпевшего.

Преступниками становятся не только лица, специализирующиеся на этих видах преступлений, но и нашедшие карту, либо знакомые держателя, использующие функцию мобильного банка в его телефоне, не сообщая о своих истинных намерениях.

Если банковская карта утрачена - немедленно блокируйте ее, позвонив по телефону в свой банк.

Установите пароль на устройства с мобильным банком.

При наличии технической возможности пользуйтесь услугами оповещения не только о совершенных с использованием банковской карты операциях, но и о входах в приложение «Мобильный банк».

Сохраняйте в тайне ото всех данные банковских карт.

Помните, что настоящие работники банков ими обладают.

Напоминайте близким пожилым родственникам и одиноким соседям правила безопасного управления банковским счетом при использовании банковской карты и приложением в телефоне «Мобильный банк».
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